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1 CURRICULUM VITAE

1.1 Personal Information

Full Name: Georgios Kampourakis (in publications: Georgios Kambourakis)

Postal Address: 2, Palama St., Karlovassi, Samos, GR-83200 (Google maps)

Tel.: +30 22730 82256

Fax: +30 22730 82009

E-mail: gkamb@aegean.gr

URL: http://www.icsd.aegean.gr/gkamb

Google Scholar: Click

DBLP: Click

Most prolific DBLP authors: Click

Scopus Author ID: Click

ORCID iD: Click

Research Gate: Click

1.2 Research Interests

• Mobile and Wireless Communication Systems Security and Privacy

• VoIP Security and Privacy

• DNS Security

• IoT Security & Privacy

• E-learning and M-learning Security

• Security Education.

1.3 Current Occupation

Professor of Wireless and Mobile Communication Networks Security, Dept. of Information and
Communication Systems Engineering, University of the Aegean, Greece.

1.4 Studies/Degrees Obtained

• University of the Aegean, School of Sciences, Dept. of Information and Communication Sys-
tems Engineering, Philosophy Doctorate (Ph.D.) in Information and Communication Systems
Security, Nov. 2004 - Adviser: Prof. Stefanos Gritzalis

• Hellenic Open University, School of Social Sciences, Master of Education (Ed.M.) degree, 2005.

• Athens University of Economics and Business, Dept. of Applied Informatics, Bachelor of
Science (B.Sc.) in Applied Informatics, 1993.

• School of Pedagogical and Technological Education, Programme of Pedagogical Training, 1997.

https://www.google.com/maps/place/Karlovassi/@37.7137882,26.5348623,10z/data=!4m5!3m4!1s0x14bc420adc41b8f1:0xb3d7100ed98dc1ba!8m2!3d37.79512!4d26.68012
mailto:gkamb@aegean.gr
http://www.icsd.aegean.gr/gkamb
https://scholar.google.gr/citations?user=LJz0vqQaztcC
http://dblp.uni-trier.de/search?q=kambourakis
https://dblp.uni-trier.de/statistics/prolific15.html
http://www.scopus.com/authid/detail.url?authorId=7801430584
http://orcid.org/0000-0001-6348-5031
https://www.researchgate.net/profile/Georgios_Kambourakis
https://www.icsd.aegean.gr/tmima_en
https://www.icsd.aegean.gr/tmima_en
https://www.ds.unipi.gr/en/faculty/sgritz-en/
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1.5 Experience

1.5.1 Academic Teaching

Undergraduate & Postgraduate Courses, Dept. of Information and Communica-
tion Systems Engineering, University of the Aegean.

• Faculty, Stand-alone Postgraduate Courses:

i. Mobile and Wireless Networks Security (2007+)

ii. Computer Network Security (2010-2012 & 2014-2019 & 2022-2023)

• Faculty, Stand-alone Undergraduate Courses:

i. Object-oriented Programming II (2007-2018 & 2022+)

ii. Mobile and Wireless Networks Security (2007-2019 & 2022+)

iii. Computer Network Security and Privacy Enhancing Technologies (2010-2019 & 2022-
2023)

iv. Information and Communication Systems Security (2015, 2016 & 2018-2019 & 2022-
2023)

v. Mobile and Personal Communication Networks (2008-2010)

• Adjunct Lecturer, Stand-alone Postgraduate Courses: Mobile and Wireless Networks
Security (2006).

• Adjunct Lecturer, Stand-alone Undergraduate Courses: Introduction to Computer
Science and Communications, Programming Methodologies and Languages II (Java), Mobile
and Wireless Networks Security (2005-2007).

• Laboratory Teaching Assistant, Undergraduate Courses: Introduction to Computer Sci-
ence and Communications, Programming Methodologies and Languages II (Java), Information
and Communication Systems Security, Computer Architecture, Internet Protocols and Archi-
tectures, Computer Network Security, High Speed Networks (2002-2007).

1.5.2 R&D Activities

International Projects

• BBVA Foundation (Leonardo Grant), “COSMOS: Collaborative, Seamless and Adaptive Sen-
tinels for the Internet of Things”, University of Murcia (09.2017-03.2019).

• EU Programme 1G-MED08-309, “MET3 - Mediterranean Transnational Technology Transfer”,
MED Programme project concerning the exploitation and development of a toolkit for the
uptake of innovative research, University of the Aegean (1.2011-2.2011).

• EU Programme FP6 IST-SME-1 Craft Project 005892, “SNOCER: Low Cost Tools for Se-
cure and Highly Available VoIP Communication Services”, University of the Aegean (11.2004-
11.2006).

• EU Programme, eTEN, “ERMIONE: E-learning Resource Management Service for the Inter-
operability Network in the European Cultural Heritage Domain”, e-TEN C517357, University
of the Aegean, (2005).

• EU Programme IST-2001-35120, Project “ICTE-PAN: Methodologies and Tools for building
Intelligent Collaboration and Transaction Environments in Public Administration Networks”,
University of the Aegean, (3/2002-2/2005).
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National Projects

• Greek General Secretariat for Research and Technology, ARISTEIA II: “SCYPE: Security
and Forensics Analysis Framework for Cloud-enabled Multimedia Communication SYstem
ProvidErs”, (2014-2016) - Principal Investigator.

• National Strategic Reference Framework 2007-2013, Simplification and Computerization of the
Administrative procedures of the University of the Aegean (2011-2013).

• General Secretariat for Research and Technology, PENED Programme, Interdomain AAA and
context aware Security of Mobile Multimedia Services over ALL-IP based wireless network
infrastructures (2006-2009).

• Greek Ministry of Development, PABET-NE-2004, iLearn: “Research and Development for
best Methodologies, Procedures, and Specifications for the implementation of an integrated
state-of-the-art Internet-based eLearning and eTraining platform” (2004-2006).

1.5.3 Employment History

• Full Professor in Wireless and Mobile Communication Networks Security, Dept. of Information
and Communication Systems Engineering, University of the Aegean (2019+).

• Associate Professor in Wireless and Mobile Communication Networks Security, Dept. of Infor-
mation and Communication Systems Engineering, University of the Aegean (2016-2019).

• Assistant Professor in Wireless and Mobile Communication Networks Security, Dept. of Infor-
mation and Communication Systems Engineering, University of the Aegean (2012-2016).

• Lecturer in Wireless and Mobile Communication Networks Security, Dept. of Information and
Communication Systems Engineering, University of the Aegean (2007-2012).

• Secondary Education Teacher specializing in Informatics (1994-2007).

1.6 Sabbatical and non-paid leaves

• 2019-2022: European Commission, European Joint Research Centre, Ispra, 21027 VA, Italy.

• Spring semester 2016-2017: Computer Science Dept., Volgenau School of Engineering, George
Mason University, Fairfax County, Virginia. Conducted research on IoT Security and Privacy.

1.7 Research Record & List of Publications

1.7.1 Journal Publications (peer review)

J1. E. Chatzoglou, V. Kampourakis, Z. Tsiatsikas, G. Karopoulos, G. Kambourakis, “Unmasking
the Hidden Credential Leaks in Password Managers and VPN Clients”, Computers & Security,
2024, Elsevier.

J2. K. E. Kampourakis, E. Chatzoglou, G. Kambourakis, D. Serpanos, “Balancing the act? Re-
sampling versus imbalanced data for Wi-Fi IDS”, International Journal of Information Security,
2024, Springer.

J3. C. Smiliotopoulos, G. Kambourakis, C. Kolias, S. Gritzalis, Assessing the detection of lateral
movement through unsupervised learning techniques, Computers & Security, 2024, Elsevier,
DOI: 10.1016/j.cose.2024.104190.

http://cs.gmu.edu/
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J4. Y. Ge, M. You, K. Wang, H. Wang, J. Cao, G. Kambourakis, “Hierarchical Adaptive Evolution
Framework for Privacy-Preserving Data Publishing”, World Wide Web, Vol. 27, No. 49, 2024,
Springer, DOI: 10.1007/s11280-024-01286-z.

J5. Koffi A. Koffi, C. Smiliotopoulos, C. Kolias, G. Kambourakis, “To (US) Be or Not to (US)
Be: Discovering Malicious USB Peripherals through Neural Network-Driven Power Analysis”,
Electronics, 2024, MDPI, DOI: 10.3390/electronics13112117.

J6. D. Bhumichai, C. Smiliotopoulos, R. Benton, G. Kambourakis, D. Damopoulos, “The Con-
vergence of Artificial Intelligence and Blockchain: The State of Play and the Road Ahead”,
Information, 2024, MDPI, DOI: 10.3390/info15050268.

J7. C. Smiliotopoulos, G. Kambourakis, C. Kolias, “Detecting Lateral Movement: A Systematic
Survey”, Heliyion, 2024, Cell Press, DOI: 10.1016/j.heliyon.2024.e26317.

J8. C. Smiliotopoulos, G. Kambourakis, K. Barmpatsalou, “On the Detection of Lateral Movement
Through Supervised Machine Learning and an Open-Source Tool To Create Turnkey Datasets
From Sysmon Logs”, International Journal of Information Security, 2023, Springer, Springer,
DOI: 10.1007/s10207-023-00725-8.

J9. V. Kouliaridis, G. Karopoulos, G. Kambourakis, “Assessing the Security and Privacy of Android
Official ID Wallet Apps”, Information, pp. 1-13, 2023, MDPI, DOI: 10.3390/info14080457.

J10. E. Chatzoglou, V. Kouliaridis, G. Kambourakis, G. Karopoulos, S. Gritzalis, “A hands-on gaze
on HTTP/3 security through the lens of HTTP/2 and a public dataset”, Computers & Security,
Vol. 125, 2022, Elsevier, DOI: 10.1016/j.cose.2022.103051.

J11. C. Smiliotopoulos, K. Barbatsalou, G. Kambourakis, “Revisiting the detection of Lateral Move-
ment through Sysmon”, Applied Sciences, pp 1-25, 2022, MDPI, DOI: 10.3390/app12157746.

J12. S. Chatzoglou, G.Kambourakis, C. Kolias, “Best of both worlds: Detecting application layer
attacks through 802.11 and non-802.11 features”, Sensors, Vol. 2022, Vol. 22(15), pp. 1-24,
MDPI, DOI: 10.3390/s22155633.

J13. E. Chatzoglou, V. Kouliaridis, G. Karopoulos, G. Kambourakis, Revisiting QUIC attacks: A
comprehensive review on QUIC security and a hands-on study, International Journal of Infor-
mation Security, 2022, Springer, DOI: 10.1007/s10207-022-00630-6.

J14. B. Kampourakis, E. Chatzoglou, G. Kambourakis, A. Dolmes, C. Zaroliagis, WPAxFuzz: Sniff-
ing out vulnerabilities in Wi-Fi implementations, Cryptography, Vol. 6(4), No. 53, pp. 1-12,
2022, MDPI, DOI: 10.3390/cryptography6040053, [Contributed the WPAxFuzz Wi-Fi fuzzer].

J15. G. Karopoulos, G. Kambourakis, E. Chatzoglou, J. L. Hernandez-Ramos, V. Kouliaridis, “De-
mystifying in-vehicle Intrusion Detection Systems: A survey of surveys and a meta-taxonomy”,
Electronics, Vol. 11, No. 7, pp 1-34, 2022, MDPI, DOI: 10.3390/electronics11071072.

J16. E. Chatzoglou, G. Kambourakis, C. Kolias, C. Smiliotopoulos, “Pick quality over quantity:
Expert feature selection and data preprocessing for 802.11 Intrusion Detection Systems”, IEEE
Access, Vol. 10, pp. 64761-64784, 2022, IEEE Press, DOI: 10.1109/ACCESS.2022.3183597.

J17. M. Anagnostopoulos, S. Lagos, G. Kambourakis, “Large-scale empirical evaluation of DNS
and SSDP amplification attacks”, Journal of Information Security and Applications, Vol. 66,
pp. 1-17, 2022, Elsevier, DOI: 10.1016/j.jisa.2022.103168.

J18. G. Kambourakis, E. Chatzoglou, C. Zaroliagis, V. Kampourakis, Revisiting man-in-the-middle
attacks against HTTPS, Network Security, Vol. 2022, No. 3, 2022, Mark Allen Group.

https://github.com/efchatz/WPAxFuzz
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J19. G. Kambourakis, G. Karopoulos, “Encrypted DNS: The good, the bad, and the moot”, Com-
puter Fraud and Security, 2022, Mark Allen Group, DOI: 10.12968/S1361-3723(22)70572-6.

J20. B. Kampourakis, G. Kambourakis, E. Chatzoglou, C. Zaroliagkis, “Revisiting man in the middle
attacks against HTTPS”, Network Security, Vol. 2022(3), 2022, Mark Allen Group, DOI:
10.12968/S1353-4858(22)70028-1.

J21. E. Chatzoglou, G. Kambourakis, C. Smiliotopoulos, “Let the cat out of the bag: Popular
Android IoT apps under security scrutiny”, Sensors, Vol. 22(2), 513, 2022, MDPI, DOI:
10.3390/s22020513.

J22. S. Chatzoglou, G.Kambourakis, C. Kolias, “Your WAP Is at Risk: A Vulnerability Analysis on
Wireless Access Point Web-Based Management Interfaces”, Security and Communication Net-
works, Vol. 2022, Article ID 1833062, pp. 1-24, Wiley/Hindawi, DOI: 10.1155/2022/1833062.

J23. S. Chatzoglou, G.Kambourakis, C. Kolias, “How is your Wi-Fi connection today? DoS attacks
on WPA3-SAE”, Journal of Information Security and Applications, 2022, Vol. 64, pp. 1-21,
Elsevier, DOI: 10.1016/j.jisa.2021.103058, [Dr KW Wong Best Paper Award 2022].

J24. G. M. Makrakis, C. Kolias, G. Kambourakis, C. Rieger, J. Benjamin, “Industrial and Critical
Infrastructure Security: Technical Analysis of Real-Life Security Incidents”, IEEE Access, 2021,
DOI: 10.1109/ACCESS.2021.3133348.

J25. G. Karopoulos, J. L. Hernandez-Ramos, V. Kouliaridis, G. Kambourakis, “A Survey on Digital
Certificates Approaches for the COVID-19 Pandemic”, IEEE Access, Vol. 9, pp. 138003-
138025, 2021, IEEE Press, DOI: 10.1109/ACCESS.2021.3117781.

J26. J. L. Hernndez-Ramos, G. Karopoulos, D. Geneiatakis, T. Martin, G.Kambourakis, and I. N.
Fovino, “Sharing pandemic vaccination certificates through blockchain: Case study and per-
formance evaluation”, Wireless Communications and Mobile Computing, Article ID 2427896,
2021, Wiley/Hindawi, DOI: 10.1155/2021/2427896.

J27. S. Chatzoglou, G.Kambourakis, C. Kolias, “WiF0: All your passphrase are belong to
us”, IEEE Computer, July 2021, Vol. 54, Issue 7, pp. 82-88, IEEE Press, DOI:
10.1109/MC.2021.3074262.

J28. V. Kouliaridis, G. Kambourakis, E. Chatzoglou, D. Geneiatakis, H. Wang, “Dissecting contact
tracing apps in the Android platform”, PLOS ONE, 2021, DOI: 10.1371/journal.pone.0251867.

J29. V. Kouliaridis, G. Kambourakis, “A comprehensive survey on machine learning techniques for
Android malware detection”, Information, 2021, MDPI, DOI: 10.3390/info12050185.

J30. S. Chatzoglou, G. Kambourakis, V. Kouliaridis, “A Multi-Tier Security Analysis of Official Car
Management Apps for Android”, Future Internet, 2021, MDPI, DOI: 10.3390/fi13030058.

J31. S. Chatzoglou, G. Kambourakis, C. Kolias, “Empirical Evaluation of Attacks Against IEEE
802.11 Enterprise Networks: The AWID3 Dataset”, IEEE Access, pp. 34188-34205, 2021,
IEEE Press, DOI: 10.1109/ACCESS.2021.3061609 [Contributed the AWID3 dataset].

J32. N. Potha, V. Kouliaridis, G. Kambourakis, “An Extrinsic Random-based Ensemble Ap-
proach for Android Malware Detection”, Connection Science, 2020, Taylor and Francis, DOI:
10.1080/09540091.2020.1853056.

J33. Martin T., G. Karopoulos, J. L. Hernandez-Ramos, G. Kambourakis, I. N. Fovino, “Demysti-
fying COVID-19 digital contact tracing: A survey on frameworks and mobile apps”, Wireless
Communications and Mobile Computing, 2020, Wiley/Hindawi, DOI: 10.1155/2020/8851429.

https://www.sciencedirect.com/journal/journal-of-information-security-and-applications/about/awards/dr-kw-wong-best-paper-award-2022
https://icsdweb.aegean.gr/awid/awid3
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J34. G. Kambourakis, Draper-Gil G., Sanchez I., “What email servers can tell to Johnny: An em-
pirical study of provider-to-provider email security”, IEEE Access, 2020, IEEE Press, DOI:
10.1109/ACCESS.2020.3009122.

J35. G. Kambourakis, C. Kolias, D. Geneiatakis, G. Karopoulos, G. M. Makrakis, I. Kounelis, “A
state-of-the-art review on the security of mainstream IoT Wireless PAN protocol stacks”,
Symmetry, 2020, MDPI, DOI: 10.3390/sym12040579.

J36. A. Fakis, G. Karopoulos, G. Kambourakis, “Neither Denied nor Exposed: Fixing WebRTC
Privacy Leaks”, Future Internet, 2020, MDPI, DOI: 10.3390/fi12050092.

J37. V. Kouliaridis, G. Kambourakis, D. Geneiatakis, N. Potha, “Two anatomists are better than
one: Dual-level Android malware detection”, Symmetry, Vol. 12, No. 7, 2020, MDPI, DOI:
10.3390/sym12071128.

J38. V. Kouliaridis, K. Barbatsalou, G. Kambourakis, S. Chen, “A Survey on Mobile Malware
Detection Techniques”, 2020, IEICE Transactions on Information & Systems, IEICE, DOI:
10.1587/transinf.2019INI0003.

J39. F. Giannakas, A. Papasalouros, G. Kambourakis, S. Gritzalis, “A comprehensive cyber-
security learning platform for elementary education”, Information Security Journal: A
Global Perspective, Vol. 28, No. 3, pp. 81-106, 2019, Taylor and Francis, DOI:
10.1080/19393555.2019.1657527.

J40. M. Zago, P. Nespoli, D. Papamartzivanos, M. G. Perez, F. G. Marmol, G. Kambourakis,
G. M. Perez, “Screening out social bots interference: are there any silver bullets?”, IEEE
Communications Magazine, Vol. 57, Issue 8, pp. 98-104, 2019, IEEE Press, DOI:
10.1109/MCOM.2019.1800520.

J41. D. Damopoulos, G. Kambourakis, “Hands-Free One-Time and Continuous Authentication Us-
ing Glass Wearable Devices”, Journal of Information Security and Applications, Vol. 46, pp.
138-150, June 2019, Elsevier, DOI: 10.1016/j.jisa.2019.02.002.

J42. D. Papamartzivanos, F. G. Marmol, G. Kambourakis, “Introducing Deep Learning Self-
Adaptive Misuse Network Intrusion Detection Systems”, IEEE Access, IEEE Press, Vol. 7,
Issue 1, pp. 13546-13560, Dec. 2019, DOI: 10.1109/ACCESS.2019.2893871.

J43. Z. Tsiatsikas, G. Kambourakis, D. Geneiatakis, H. Wang, “The devil is in the detail: SDP-
driven malformed message attacks and mitigation in SIP ecosystems”, IEEE Access, IEEE
Press, Vol. 7, pp. 2401-2417, 2018, DOI: 10.1109/ACCESS.2018.2886356.

J44. P. Nespoli, D. Papamartzivanos, F. G. Marmol, G. Kambourakis, “Optimal countermeasures
selection against cyber attacks: A comprehensive survey on reaction frameworks”, IEEE Com-
munication Surveys and Tutorials, IEEE, Vol. 20, Issue 2, pp. 1361-1396, 2018, DOI:
10.1109/COMST.2017.2781126.

J45. F. Giannakas, G. Kambourakis, S. Gritzalis, A. Papasalouros, “A critical review of 10 years of
Mobile Game-based Learning”, Educational Technology Research & Development, Springer,
Vol. 66, Issue 2, pp. 341384, April 2018, DOI: 10.1007/s11423-017-9552-z.

J46. D. Papamartzivanos, F. G. Marmol, G. Kambourakis, “Dendron: Genetic Trees driven Rule
Induction for Network Intrusion Detection Systems”, Future Generation Computer Systems,
Elsevier, Vol. 79(2), pp. 558-574, Feb. 2018, DOI: 10.1016/j.future.2017.09.056.
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J47. A. Fakis, G. Karopoulos, G. Kambourakis, “OnionSIP: Preserving privacy in SIP with Onion
Routing”, Journal for Universal Computer Science, Vol. 23, No. 10, pp. 969-991, 2017, Verlag
der Technischen Universitat Graz.

J48. C. Kolias, G. Kambourakis, A. Stavrou, J. Voas, “DDoS in the IoT: Mirai and Other Botnets”,
IEEE Computer, Vol. 50, No. 7, 2017, pp. 80-84, IEEE Press, DOI: 10.1109/MC.2017.201.

J49. C. Kolias, V. Kolias, G. Kambourakis, “TermID: a distributed swarm intelligence-based ap-
proach for wireless intrusion detection”, International Journal of Information Security, Vol. 16,
Issue 4, pp. 401-416, Aug. 2017, Springer, DOI: 10.1007/s10207-016-0335-z.

J50. S. A. Menesidou, V. Katos, G. Kambourakis, “Cryptographic Key Management in Delay Tol-
erant Networks (DTNs): A survey”, Future Internet, Vol. 1(3), pp. 1-21, MDPI, June 2017,
DOI: 10.3390/fi9030026.

J51. S. Vidros, C. Kolias, G. Kambourakis, Leman Akoglu, “Automatic Detection of Online Re-
cruitment Frauds: Characteristics, Methods, and a Public Dataset”, Future Internet, MDPI,
Vol. 9(1), March 2017, DOI: 10.3390/fi9010006 [Contributed the EMSCAD dataset].

J52. M. Anagnostopoulos, G. Kambourakis, S. Gritzalis, “New facets of Mobile Botnet: Architec-
ture and Evaluation”, International Journal of Information Security, Springer, Vol. 15(5), pp.
455-473, 2016, DOI: 10.1007/s10207-015-0310-0.

J53. S. Vidros, C. Kolias, G. Kambourakis, “Online recruitment services: another playground for
fraudsters?”, Computer Fraud & Security, Vol. 2016(3), pp. 8-13, March 2016, Elsevier, Sept.
2016, DOI: 10.1016/S1361-3723(16)30025-2.

J54. F. Giannakas, G. Kambourakis, A. Papasalouros, S. Gritzalis, Security education and awareness
for K-6 going mobile, International Journal of Interactive Mobile Technologies, Vol. 10(2), pp.
41-48, 2016, International Association of Online Engineering, DOI: 10.3991/ijim.v10i2.5473.

J55. G. Kambourakis, D. Damopoulos, D. Papamartzivanos, E. Pavlidakis, “Introducing Touch-
stroke: Keystroke-based Authentication System for Smartphones”, Security & Communication
Networks, Vol. 9(6), pp. 542-554, April 2016, Wiley, DOI: 10.1002/sec.1061.

J56. C. Kolias, G. Kambourakis, A. Stavrou, S. Gritzalis, “Intrusion Detection in 802.11 Networks:
Empirical Evaluation of Threats and a Public Dataset”, IEEE Communications Surveys and
Tutorials, Vol. 18(1), pp. 184-208, 2016, IEEE Press, DOI: 10.1109/COMST.2015.2402161
[Contributed the AWID dataset].

J57. L. Ntalkos, G. Kambourakis, D. Damopoulos, “Let’s Meet! A participatory-based discovery
and rendezvous mobile marketing framework”, Telematics and Informatics, Vol. 32(4), pp.
539-563, Nov. 2015, Elsevier, DOI: 10.1016/j.tele.2014.12.002.

J58. Tsiatsikas Z., D. Geneiatakis, G. Kambourakis, A. D. Keromytis, “An efficient and easily
deployable method for dealing with DoS in SIP services”, Computer Communications, Vol. 57,
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0487-2, Acceptance rate of SI: 13.8%.

1.8.3 Journals: Reviewer

• IEEE Transactions on Information Forensics and Security (T-IFS), IEEE Press.

• IEEE Transactions on Mobile Computing (TMC), IEEE Press.

• IEEE Transactions on Wireless Communications (TWC), IEEE press.

• IEEE Transactions on Vehicular Technology (TVT), IEEE Press.

• IEEE Transactions on Parallel and Distributed Systems (TPDS), IEEE Press.

• IEEE Transactions on Network and Service Management (TNSM), IEEE press.

• IEEE Transactions on Intelligent Transportation Systems (T-ITS), IEEE Press.

• IEEE/ACM Transactions on Networking (TNET).

• ACM Transactions on Knowledge Discovery from Data (TKDD).

• ACM Transactions on Evolutionary Learning and Optimization.

• IEEE Systems Journal (ISJ), IEEE Press.

• IEEE Access, IEEE Press.

• IEEE Transactions on Information Technology in Biomedicine (TITB), IEEE press.

• IEEE Transactions on Engineering Management, IEEE Press.

• IEEE Communications Surveys and Tutorials (COMST), IEEE press.
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• IEEE Communications Letters, IEEE press.

• IEEE Computer Magazine, IEEE Press.

• IEEE Spectrum Magazine, IEEE press.

• IEEE Network Magazine, IEEE Press.

• IEEE Intelligent Transportation Systems Magazine, IEEE Press.

• IEEE Transactions on Emerging Topics in Computing (TETC), SI: Emerging Topics in Cyber
Security, IEEE Press.

• IEEE Transactions on Services Computing (TSC), SI: Service-Oriented Collaborative Comput-
ing and Applications, IEEE Press.

• Ad Hoc Networks (ADHOC), Elsevier - Recognized reviewer, achieved: April 2014.

• Computer Networks (COMNET), Elsevier.

• Computers & Security (COSE), Elsevier.

• Information Sciences (INS), Elsevier.

• Computer Communications (COMCOM), Elsevier - Outstanding reviewer (top 10th percentile
of reviewers for this Journal), achieved: Nov. 2014.

• Future Generation Computer Systems (FGCS), Elsevier - Outstanding reviewer (top 10th per-
centile of reviewers for this Journal), achieved: July 2015.

• Computer Standards & Interfaces (CSI), Elsevier.

• Computer Standards & Interfaces (CSI), SI: Information and Communications Security, Privacy,
and Trust: Standards and Regulations, Elsevier.

• Computers & Mathematics with Applications (CAMWA), Elsevier.

• Journal of Network and Computer Applications (JNCA), Elsevier - Recognized reviewer,
achieved: May 2015.

• Journal of Information Security and Applications (JISA), Elsevier.

• Journal of Systems and Software (JSS), Elsevier.

• Computers & Education (CAE), Elsevier.

• Wireless Networks (WINET), Springer.

• Wireless Personal Communications (WIRE), Springer.

• EURASIP Journal on Wireless Communications and Networking (JWCN), Springer.

• International Journal of Information Security (IJIS), Springer.

• Wireless Personal Communications (WIRE), SI: Advances in Trust, Security and Privacy for
Wireless Communication Networks, Springer.
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• Wireless Personal Communications (WIRE), SI: Resource and mobility management and cross-
layer design for the support of multimedia services in heterogeneous emerging wireless networks,
Springer.

• Personal and Ubiquitous Computing (PUC), SI: Assistive Environments for the Disabled and
the Senior Citizens, Springer.

• Personal and Ubiquitous Computing (PUC), Theme Issue on: Security and Trust in Context-
Aware Systems, Springer.

• Annals of Telecommunications (ANTE), SI: Network Forensics and Challenges for Cyber-
Security, Springer.

• Chinese Science Bulletin (CSB), Science China Press/SpringerOpen.

• Wireless Communications and Mobile Computing (WCMC), Wiley.

• European Transactions on Telecommunications (ETT), Wiley.

• Security and Communication Networks (SCN), Wiley.

• Software: Practice and Experience (SPE), Wiley.

• International Journal of Communication Systems (IJCS), Wiley.

• Security and Privacy (SPY), Wiley.

• Concurrency and Computation: Practice and Experience (CPE), SI: Trust, Security and Privacy
for Emerging Applications in Computer and Information Systems, Wiley.

• Journal of Computer Assisted Learning (JCAL), SI: Adaptive technologies and methods in
e/m-Learning and Internet-based education, Wiley-Blackwell.

• IET Information Security (IFS), IET.

• The Scientific World Journal (TSWJ), Hindawi.

• ISRN Communications and Networking, Hindawi.

• Sensors, MDPI.

• Future Internet, MDPI.

• Symmetry, SI: Applied Cryptography and Security Concerns based on Symmetry for the Future
Cyber World, MDPI.

• The Computer Journal (COMPJ), Oxford University Press.

• Journal of Research and Practice in Information Technology (JRPIT), Australian Computer
Society.

• Journal of Electromagnetic Waves and Applications (JEMWA), Brill.

• Journal of Internet Technology (JIT), Taiwan Academic Network Executive Committee.

• International Journal of Computers and Applications (TJCA), Taylor & Francis.
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• IETE Journal of Research (TIJR), Taylor & Francis.

• Internet Research, SI: Intelligent Ubiquitous Computing: Applications and Security issues &
SI: Privacy and Anonymity in the Digital Era: Theory, Technologies, and Practice, Emerald.

• International Journal On Advances in Security, IARIA.

• International Journal On Advances in Internet Technology, IARIA.

• Journal of Computers (JCP), Academy Publisher.

• International Journal of Network Security (IJNS), Science Publications.

• International Journal of Information Technologies and Systems Approach (IJITSA), SI: Privacy
and Security Issues in IT, IGI Global.

1.8.4 Conferences & Workshops: General or Program Chair

• The 4th International Conference on Cryptography, Network Security and Blockchain technol-
ogy (ICNSBT 2025) (Kolcata : India), Jan. 2025, Springer.

• The 8th International Symposium on Security and Privacy on Internet of Things (SPIoT 2019),
in conjunction with the 12th International Conference on Security, Privacy and Anonymity in
Computation, Communication and Storage (SpaCCS 2019) (Atlanda : USA), July 2019, LNCS
Springer.

• The 7th International Symposium on Security and Privacy on Internet of Things (SPIoT 2018),
in conjunction with the 11th International Conference on Security, Privacy and Anonymity in
Computation, Communication and Storage (SpaCCS 2018), (Melbourne : Australia), Dec.
2018, LNCS Springer.

• The 6th International Symposium on Security and Privacy on Internet of Things (SPIoT 2017),
in conjunction with the 10th International Conference on Security, Privacy and Anonymity in
Computation, Communication and Storage (SpaCCS 2017), (Guangzhou : China), Dec. 2017,
Springer LNCS.

1.8.5 Conferences & Workshops: Program Track Chair

• Constantinos Marios Angelopoulos, Georgios Kambourakis, Special track chair in the 17th ACM
International Symposium on QoS and Security for Wireless and Mobile Networks (Q2SWinet),
(Alicante : Spain), Nov. 2021, ACM Press.

• Zheng Yan, Arcangelo Castiglione, Georgios Kambourakis, Qin Liu, Tian Wang, The 19th IEEE
International Conference on Trust, Security and Privacy in Computing and Communications
(IEEE TrustCom 2020), journal special issue co-chair, (Guangzhou : China), Dec. 2020, IEEE
CPS.

• Xinjun Mao, Georgios Kambourakis, Qin Liu, The 11th International Workshop on Collab-
orative Computing with Cloud and Client (C4W 2020) in conjunction with The 19th IEEE
International Conference on Trust, Security and Privacy in Computing and Communications
(IEEE TrustCom 2020), (Guangzhou : China), Nov. 2020, IEEE CPS.

• The 2nd International Conference on Smart City and Informatization (iSCI 2019), Journal
Special Issue Co-Chair, (Guangzhou : China), Nov. 2019, Springer LNCS.
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• The 4th SmartWorld Congress, Journal Special Issue Co-Chair, (Guangzhou : China), Oct.
2018, IEEE Press.

• The IEEE UIC 2018 Special Session on Collaborative Computing with Cloud and Client Work-
shop (C4W 2018), Program Chair, (Guangzhou : China), Oct. 2018, IEEE Press.

• The 16th IEEE International Conference on Dependable, Autonomic and Secure Computing
(DASC 2018), Workshop Chair, (Athens : Greece), Aug. 2018, IEEE Press.

• The 10th International Conference on Security, Privacy and Anonymity in Computation, Com-
munication and Storage (SpaCCS 2017), Workshop Chair), (Guangzhou : China), Dec. 2017,
LNCS Springer.

• The 11th IEEE/IFIP International Conference on Embedded and Ubiquitous Computing (EUC),
(Zhangjiajie : China), Nov. 2013, Security and Fault Tolerance Applications Track Co-Chair).

• The 7th International Conference on Frontier of Computer Science and Technology (FCST),
(Suzhou : China), Nov. 2012, (Program Vice Co-Chair - Trust, Security and Privacy Track).

• The 6th International Conference on Frontier of Computer Science and Technology (FCST),
(Changsha : China), Nov. 2011, IEEE Computer Society (Wireless Sensor Networks and Mobile
Computing Track Co-Chair).

1.8.6 Conferences & Workshops: Steering Committee Member

• The 10th IEEE Conference on Communications and Network Security (CNS 2022), (Austin :
USA), Sept 25-28, 2022, IEEE Press.

• The 9th International Symposium on Security & Privacy on Internet of Things (SPIoT 2020),
(Nanjing : China), Dec. 2020, Springer LNCS.

• The 11th International Workshop on Collaborative Computing with Cloud and Client (C4W
2020) in conjunction with The 19th IEEE International Conference on Trust, Security and
Privacy in Computing and Communications (IEEE TrustCom 2020), (Guangzhou : China),
Nov. 2020, IEEE CPS.

• The 9th International Conference on Mobile Services, Resources, and Users (MOBILITY 2019),
(Nice : France), Aug. 2019, IARIA XPS Press.

• The 11th International Workshop on Security in e-Science and e-Research (ISSR 2019), (At-
lanta : USA), July 2019, Springer LNCS.

• The 12th International Conference on Security, Privacy and Anonymity in Computation, Com-
munication and Storage (SpaCCS 2019), (Atlanta : USA), July 2019, Springer.

• The 10th International Workshop on Security in e-Science and e-Research (ISSR 2018), (Mel-
bourne : Australia), December 2018, Springer.

• The 11th International Conference on Security, Privacy and Anonymity in Computation, Com-
munication and Storage (SpaCCS 2018), (Melbourne : Australia), December 2018, Springer.

• The 8th International Conference on Mobile Services, Resources, and Users (MOBILITY 2018),
(Barcelona : Spain), July 2018, IARIA XPS Press.

• The 10th International Conference on Security, Privacy and Anonymity in Computation, Com-
munication and Storage (SpaCCS 2017), (Guangzhou : China), Dec. 2016, Springer.
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• The 9th International Workshop on Security in e-Science and e-Research (ISSR 2017),
(Guangzhou : China), Dec. 2017, Springer LNCS.

• The 7th International Conference on Mobile Services, Resources, and Users (MOBILITY 2017),
(Venice : Italy), June 2017, IARIA XPS Press.

• The 9th International Conference on Security, Privacy and Anonymity in Computation, Com-
munication and Storage (SpaCCS 2016), (Zhangjiajie : China), Nov. 2016, Springer.

1.8.7 Conferences & Workshops: Publicity Chair

• The 2nd EAI International Conference on Blockchain Technology and Emerging Applications
(EAI BlockTEA 2022), (Copenhagen : Denmark), Oct. 20-21, 2022, Springer.

• The 22nd International conference on web information systems engineering (WISE 2021),
(Melbourne: Australia), Oct. 26-29, Springer LNCS.

• The EAI International Conference on Blockchain Technology and Emerging Applications
(BlockTEA 2021), (Copenhagen : Denmark), Dec. 1-3 2021, Springer LNCS.

• The 3rd IEEE International Conference on Internet of People (IoP 2018), (Guangzhou : China),
Oct. 2018, IEEE Press.

• The 2011 FTRA International Workshop on U-Healthcare Technologies and Services (U-
Healthcare 2011) in conjunction with the 2011 FTRA World Convergence Conference (FTRA
WCC 2011), (Deju : Korea), Dec. 2011.

1.8.8 Conferences & Workshops: Program Committee Member

• The 40th International Conference on ICT Systems Security and Privacy Protection (IFIPSEC
2025) (Maribor : Slovenia), May 21-23, 2025, Springer.

• The 39th Annual IFIP WG 11.3 Conference on Data and Applications Security and Privacy
(DBSec), (Gjovik : Norway), 2025, Springer LNCS.

• The 22nd International Conference on Wireless and Mobile Communications (ICWMC 2025),
(Lisbon, Portugal), March 9-13, 2025, IARIA XPS Press.

• The 11th International Conference on Information Systems Security and Privacy (ICISSP 2025),
(Porto : Portugal), Feb. 20-22, 2025, SCITEPRESS.

• The 20th International Conference on Wireless and Mobile Communications (ICWMC 2024),
(Athens, Greece), March 10-14, 2024, IARIA XPS Press.

• The 6th International Conference on Science of Cyber Security (SciSec 2024), (Copenhagen :
Denmark), 14-16 Aug. 2024, Springer LNCS.

• The 13th International Conference on Health Information Science (HIS 2024), (Hong Kong :
China), 8-10 Dec. 2024, Springer LNCS.

• The 18th International Conference on Emerging Security Information, Systems and Technolo-
gies (SECURWARE 2024), (Nice : France), Nov. 3-7, 2024, IARIA XPS Press.

• The 20th International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2024) (Paris : France), Oct. 9-11, 2024, IEEE Press.



29

• The 12th International Workshop on e-Health Pervasive Wireless Applications and Services
2024 (eHPWAS 2024), (Paris : France), Oct. 9, 2024, IEEE Press.

• The 21st International Conference on Trust, Privacy and Security in Digital Business (TrustBus
2024) (Vienna : Austria), August 26-28, 2024, Springer LNCS.

• The 29th IEEE Symposium on Computers and Communications (ISCC 2024), (Paris : France),
Nov. 26-29, IEEE Press.

• The 5th Workshop on Recent Advances in Cyber Situational Awareness on Military Operations
(CSA 2024), (Vienna : Austria), July 30-Aug. 2, 2024, ACM ICPS. – CHECK

• The 6th International Workshop on Application Intelligence and Blockchain Security (AIBlock
2024), (Abu Dhabi : UAE), in conjunction with ACNS 2024, LNCS Springer.

• The 25th International conference on Web Information Systems Engineering (WISE 2024),
(Doha, Qatar), Nov. 25-28, 2024, Springer LNCS.

• The 29th Asia-Pacific Conference on Communications (APCC 2024), (Surabaya : Indonesia),
Oct. 22-24, 2024, IEEE Press.

• The 26th International Conference on Information and Communications Security (ICICS 2024)
(Mytilene : Greece), Aug. 26-30, 2024, Springer LNCS.

• The 39th International Conference on ICT Systems Security and Privacy Protection (IFIPSEC
2024) (Edinburgh : UK), Jun. 12-14, 2024, Springer.

• The 20th Advanced International Conference on Telecommunications (AICT 2024), (Venice :
Italy), April 14-18, 2024, IARIA XPS Press.

• The 14th International Conference on Mobile Services, Resources, and Users (MOBILITY
2024), (Venice : Italy), April 14-18, 2024, IARIA XPS Press.

• The 20th International Conference on Trust, Privacy and Security in Digital Business (TrustBus
2023) (Benevento : Italy), Aug. 29-Sept. 1, 2023, Springer LNCS.

• The 16th IEEE International Conference on Security, Privacy, and Anonymity in Computation,
Communication, and Storage (SpaCCS 2023), (Wuhan : China), Dec. 21-24, 2023, IEEE
Press.

• The 6th International Workshop on Attacks and Defenses for Internet-of-Things (ADIoT 2023),
(Hague : Netherlands), Sept. 25-29, 2023, Springer LNCS.

• The 4th Workshop on Recent Advances in Cyber Situational Awareness on Military Operations
(CSA 2023), (Vienna : Austria), July 30-Aug. 2, 2023, ACM ICPS.

• The 11th IEEE Conference on Communications and Network Security (CNS 2023), (Orlando,
USA), Oct. 2-5, 2023, IEEE Press.

• The 28th Asia-Pacific Conference on Communications (APCC 2023), (Sydney : Australia),
Nov. 19-22, 2023, IEEE Press.

• The 19th International Conference on Wireless and Mobile Communications (ICWMC 2023),
Barcelona, Spain), March 13-17, 2023, IARIA XPS Press.
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• The 8th International Conference on Cyber-Technologies and Cyber-Systems (CYBER 2023),
(Porto : Portugal), Sept. 25-19, 2023, IARIA XPS Press.

• The 17th International Conference on Emerging Security Information, Systems and Technolo-
gies (SECURWARE 2023) (Lisbon : Portugal), Sept. 25-29, 2023, IARIA XPS Press.

• The 24th International Conference on Web Information Systems Engineering (WISE 2023),
(Melbourne : Australia), Oct. 25-27, 2023, Springer LNCS.

• The 12th International Conference on Health Information Science (HIS 2023), (Melbourne :
Australia), 23-24 Oct. 2023, Springer LNCS.

• The 30th ACM Conference on Computer and Communications Security (CCS 2023), (Copen-
hagen : Denmark), 26-30 Nov., 2023, ACM Press.

• The 19th Advanced International Conference on Telecommunications (AICT 2023), (Nice :
France), June 26-30, 2023, IARIA XPS Press.

• The 13th International Conference on Mobile Services, Resources, and Users (MOBILITY
2023), (Nice : France), June 26-30, 2023, IARIA XPS Press.

• The 8th IEEE Asia Pacific Conference on Wireless and Mobile (APWiMob 2023), (Bandung :
Indonesia), Dec. 9-10, 2023, IEEE Press.

• The 3nd IEEE International Conference on Cyber-Security and Resilience (IEEE CSR 2023),
(Venice : Italy), July 31-Aug. 2, 2023, IEEE Press.

• The 5th International Workshop on Application Intelligence and Blockchain Security (AIBlock
2023), (Kyoto : Japan), in conjunction with ACNS 2023, LNCS Springer.

• The 38th International Conference on ICT Systems Security and Privacy Protection (IFIPSEC
2023) (Poznan : Poland), Jun. 14-16, 2023, Springer.

• The 19th International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2023) (Montreal : Canada), Jun. 21-23, 2023, IEEE Press.

• the 11th International Workshop on e-Health Pervasive Wireless Applications and Services 2023
(eHPWAS’23), (Montreal : Canada), Jun. 21, 2023, IEEE Press.

• The 10th IEEE Conference on Communications and Network Security (CNS 2022), (Austin,
USA), Oct. 3-5, 2022, IEEE Press.

• the 10th International Workshop on e-Health Pervasive Wireless Applications and Services 2022
(eHPWAS’22), (Thessaloniki : Greece), Oct. 10, 2022, IEEE Press.

• The 5th International Workshop on Attacks and Defenses for Internet-of-Things (ADIoT 2022),
(Copenhagen : Denmark), Sept. 29-30, 2022, Springer LNCS.

• The 7th IEEE Asia Pacific Conference on Wireless and Mobile (APWiMob 2022), (Bandung :
Indonesia), Dec. 9-10, 2022, IEEE Press.

• The 3rd Workshop on Recent Advances in Cyber Situational Awareness on Military Operations
(CSA 2021), (Vienna : Austria), Aug. 23-26, 2022, ACM ICPS.

• The 7th International Conference on Cyber-Technologies and Cyber-Systems (CYBER 2022),
(Valencia : Spain), Nov. 2022, IARIA XPS Press.
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• The 18th International Conference on Wireless and Mobile Communications (ICWMC 2022),
Nice, France), May 21-26, 2022, IARIA XPS Press.

• The 16th International Conference on Emerging Security Information, Systems and Technolo-
gies (SECURWARE 2022) (Lisbon : Portugal), Oct. 16-20, 2022, IARIA XPS Press.

• The 18th International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2022) (Thessaloniki : Greece), Oct. 10-12, 2022, IEEE Press.

• The 19th International Conference on Trust, Privacy and Security in Digital Business (TrustBus
2022) (Vienna : Austria), August 22-24, 2022, Springer LNCS.

• The 4th International Workshop on Application Intelligence and Blockchain Security (AIBlock
2022), (Rome : Italy), June 20 -23, 2022, Springer LNCS.

• The 5th International Workshop on Cyber Threat Intelligence Management (CyberTIM 2022),
(Vienna : Austria), Aug. 23-26, 2022, ACM ICPS.

• The 2nd IEEE International Conference on Cyber-Security and Resilience (IEEE CSR 2022)
(Virtual Conference) July 27-29, 2022, IEEE Press.

• The 37th International Conference on ICT Systems Security and Privacy Protection (IFIP SEC
2022), (Copenhagen: Denmark), June 13-17, 2022, Springer IFIP AICT series.

• The 18th Advanced International Conference on Telecommunications (AICT 2022), (Porto :
Portugal), June 26-30, 2022, IARIA XPS Press.

• The 12th International Conference on Mobile Services, Resources, and Users (MOBILITY
2022), (Porto : Portugal), June 26-30, 2022, IARIA XPS Press.

• The 37th International Conference on ICT Systems Security and Privacy Protection (IFIP SEC
2022), (Copenhagen : Denmark), June 13-17, 2022, Springer LNCS.

• The 19th International Conference on Trust, Privacy and Security in Digital Business (TrustBus
2022), (Vienna : Austria), Aug. 22-24, 2022, Springer LNCS.

• The 11th International Conference on Computer, Information and Telecommunication Systems
(CITS 2022), (Athens : Greece), July 15-17, 2022, IEEE Press.

• The 18th International Conference on Wireless Networks and Mobile Systems (WINSYS 2022),
(Lisbon : Portugal) July 11-13, 2022, SCITEPRESS.

• The 23rd International Conference on Web Information Systems Engineering (WISE 2022),
(Biarritz : France), Oct.-Nov. 2022, Springer LNCS.

• The 1st First International Conference on Security and Privacy in Smart Environments
(SMARTS&P 2022), (Virtual), Nov. 2022, Springer LNCS.

• The 7th IEEE International Conference on Dependability in Sensor, Cloud, and Big Data
Systems and Applications (DependSys 2021), (Haiku : China), Dec. 20-22, 2021, IEEE Press.

• The 2nd Workshop on Recent Advances in Cyber Situational Awareness on Military Operations
(CSA 2021), (Vienna : Austria), Aug. 23-26, 2021, ACM ICPS.

• The 15th International Conference on Emerging Security Information, Systems and Technolo-
gies (SECURWARE 2021), (Athens : Greece), Nov 14-18, 2021, IARIA XPS Press.
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• The 23rd International Conference on Information and Communications Security (ICICS 2021)
(Chongping : China), Sept. 2021, Springer LNCS.

• The 4th International Workshop on Attacks and Defenses for Internet-of-Things (ADIoT 2021),
(Darmstadt : Germany), Oct. 4-8, 2021, Springer LNCS.

• The 6th International Conference on Cyber-Technologies and Cyber-Systems (CYBER 2021),
(Barcelona : Spain), Oct. 2020, IARIA XPS Press.

• The 17th International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2021), (Virtual conference), Oct. 11-13, IEEE Press.

• The 18th International Conference on Trust, Privacy and Security in Digital Business (TrustBUS
2021), (Linz : Austria), Sept 27-30, 2021, Springer LNCS.

• The 3rd International Workshop on Application Intelligence and Blockchain Security (AIBlock
2021), (Kamakura : Japan), June 21 -24, Springer LNCS.

• The 17th Advanced International Conference on Telecommunications (AICT 2021), (Valencia
: Spain), May-June 2019, IARIA XPS Press.

• The 6th IEEE Asia Pacific Conference on Wireless and Mobile (APWiMob 2021), April 8-9,
2021, IEEE Press.

• The 28th International Conference on Telecommunications (ICT 2021), (London : UK), 1-3
June 2021, IEEE Press.

• The 11th IFIP International Conference on New Technologies, Mobility and Security (NTMS
2021), (Paris, France), April 19-21, 2021, IEEE Press.

• The 14th International Conference on Wireless and Mobile Communications (ICWMC 2021),
Nice, France), July 18-22, 2021, IARIA XPS Press.

• The 4nd International Workshop on Cyber Threat Intelligence Management (CyberTIM 2021)
in conjunction with The 16th International Conference on Availability, Reliability and Security
(ARES 2021), (All-digital conference), Aug. 2021, ACM Press.

• WISE 2021, http://www.wise-conferences.org/2021/.

• DependSys 2019 - http://www.dependsys.org/DependSys2019/ - Guangzhou, China, Nov.
12-15, 2019

• The 5th International Conference on Cyber-Technologies and Cyber-Systems (CYBER 2021),
(Nice : France), Oct. 2020, IARIA XPS Press.

• DependSys 2020 - http://www.ieee-cybermatics.org/2020/dependsys/ - Fiji, Dec. 14-16, 2020
- Correct DependSys 2018 - double record.

• The 18th IEEE International Conference on Advanced and Trusted Computing (ATC 2021),
(Atlanta : USA), Oct. 2021, IEEE Press.

• The 18th International Conference on Wireless Networks and Mobile Systems (WINSYS 2021),
(Paris : France), July 2021, SCITEPRESS.

• The IEEE International Conference on Communications (ICC 2021) - Communication and
Information Systems Security Symposium (CISS), (Montreal : Canada), June 2021, IEEE
Press.



33

• The 36th International Conference on ICT Systems Security and Privacy Protection (IFIP SEC
2021), (Oslo : Norway), June 2021, Springer LNCS.

• The 3rd ACM International Symposium on Blockchain and Secure Critical Infrastructure (BSCI
2021), (Hong Kong : China), June 2021, ACM Press.

• The 1st International Conference on Cyber-Security and Resilience (CSR 2021), (Rhodes :
Greece), March 2021, IEEE Press.

• The 3nd International Workshop on Cyber Threat Intelligence Management (CyberTIM 2020)
in conjunction with The 15th International Conference on Availability, Reliability and Security
(ARES 2020), (Dublin : Ireland), Aug. 2020, ACM Press.

• http://atc.udg.edu/CITS2021/ - To be included. The 2021 International Conference on Com-
puter, Information, and Telecommunication Systems, CITS 2021, Istanbul : Turkey, Nov.
2021.

• The 17th IEEE International Conference on Advanced and Trusted Computing (ATC 2020),
(Melbourne : Australia), Dec. 2020, IEEE Press.

• The 8th IEEE International Conference on Smart City and Informatization (iSCI 2020),
(Guangzhou : China), Nov. 2020, IEEE Conference Publication Services (CPS).

• The 16th International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2020), (Thessaloniki : Greece), Oct. 2020, IEEE Press.

• The 10th International Conference on Mobile Services, Resources, and Users (MOBILITY
2020), (Rome : Italy), Sept. 2020, IARIA XPS Press.

• The 16th Advanced International Conference on Telecommunications (AICT 2020), (Rome :
Italy), Sept. 2020, IARIA XPS Press.

• The 17th International Conference on Trust, Privacy and Security in Digital Business (TrustBus
2020), (Bratislava : Slovakia), Sept. 2020, Springer LNCS.

• The 3rd International Workshop on Attacks and Defenses for Internet-of-Things (ADIoT 2020)
in conjunction with The 25th European Symposium on Research in Computer Security (ES-
ORICS 2020), (Surrey : UK), Sept. 2020, Springer LNCS.

• The 22nd International Conference on Information and Communications Security (ICICS 2020),
(Copenhagen : Denmark), Aug. 2020, LNCS Springer.

• The 6th International Symposium on Security and Privacy in Social Networks and Big Data
(SocialSec 2020), China, Aug. 2020, LNCS Springer.

• First Workshop on Recent Advances in Cyber Situational Awareness on Military Operations
(CSA 2020) in conjunction with The 15th International Conference on Availability, Reliability
and Security (ARES 2020), (Dublin : Ireland), Aug. 2020, ACM ICPS.

• The 17th International Conference on Wireless Networks and Mobile Systems (WINSYS 2020),
(Paris : France), July 2020, SCITEPRESS.

• The IEEE International Conference on Communications (ICC 2020) - Communication and
Information Systems Security Symposium (CISS), (Dublin : Ireland), June 2020, IEEE Press.
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• The 11th IFIP International Conference on New Technologies, Mobility and Security (NTMS
2020), (Paris : France), July 2020, IEEE Press.

• The 16th International Conference on Wireless and Mobile Communications (ICWMC 2020),
(Athens : Greece), June 2020, IARIA XPS Press.

• The 2st International Workshop on Application Intelligence and Blockchain Security (AIBlock
2020) in conjunction with The 17th International Conference on Applied Cryptography and
Network Security (ACNS 2020), (Rome : Italy), June 2020, Springer LNCS.

• The 9th International Conference on Computer, Information and Telecommunication Systems
(CITS 2020), (Hangzhou : China), May 2020, IEEE Press.

• The 35th IFIP TC-11 SEC 2020 International Information Security and Privacy Protection
(IFIPSEC-2020), (Maribor : Slovenia), May 2020, AICT, Springer.

• The 19th International Conference on Algorithms and Architectures for Parallel Processing
(ICA3PP 2019), (Melbourne : Australia), Dec. 2019, LNCS Springer.

• The 9th IEEE International Symposium on Cloud and Services Computing (IEEE SC2), (Kaoh-
siung : Taiwan), Nov. 2019, IEEE CS Press.

• The 25th Asia-Pacific Conference on Communications (APCC 2019), (Ho Chi Minh : Vietnam),
Nov. 2019, IEEE Press.

• The 13th International Conference on Emerging Security Information, Systems and Technolo-
gies (SECURWARE 2019), (Nice : France), Oct. 2019, IARIA XPS Press.

• The 15th IEEE International Conference on Wireless and Mobile Computing, Networking and
Communications (WiMob 2019), (Barcelona : Spain), October 2019, IEEE Press.

• The 11th International Conference on Emerging Networks and Systems Intelligence (EMERG-
ING 2019), (Porto : Portugal), Sept. 2019, IARIA XPS Press.

• The 4th International Conference on Cyber-Technologies and Cyber-Systems (CYBER 2019),
(Porto : Portugal), Sept. 2019, IARIA XPS Press.

• The 2nd International Conference on Machine Learning for Cyber Security (ML4CS 2019),
(Xi’an : China), Sept. 2019, LNCS Springer.

• The 2nd International Workshop on Attacks and Defenses for Internet-of-Things (ADIoT 2019)
in conjunction with The European Symposium on Research in Computer Security (ESORICS
2019), Luxembourg, Sept. 2019, LNCS, Springer.
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(Dubai : UAE), Nov. 2018, LNCS, Springer.

• The 8th IEEE International Symposium on Cloud and Services Computing (IEEE SC2), (Paris
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2015, IEEE CS Press.

• The 5th International Symposium on Cloud and Service Computing (SC2 2015), (Chengdu :
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• The 9th International Wireless Communications and Mobile Computing Conference (IWCMC
2013), (Cagliari : Sardinia-Italy), July 2013, IEEE Press.

• The 7th International Conference on Complex, Intelligent, and Software Intensive Systems
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• The 3rd FTRA International Conference on Information Technology Convergence and Services
(ITCS 2011), (Gwangju : Korea), Oct. 2011, Springer Lecture Notes in Electrical Engineering.

• The 22nd IEEE Personal Indoor Mobile Radio Communications (PIMRC 2011), (Toronto :
Canada), Sept., 2011, IEEE Press.

• The 2nd International Conference on Security-enriched Urban Computing and Smart Grids
(SUComS 2011) (Hualien : Taiwan), Sept. 2011, Springer-Verlag.

• The 73rd IEEE Vehicular Technology Conference (VTC-Spring 2011), (Budapest : Hungary),
May 2011, IEEE Press.

• The 2nd International Conference Ubiquitous Computing and Multimedia Applications (UCMA
2011) (Daejeon : Korea), Apr. 2011, Springer.

• The 3rd International Conference on Advances in P2P Systems (AP2PS 2011) (Lisbon : Por-
tugal), Nov. 2011, Xpert Publishing Services.

• The 8th e-Commerce (EC 2011) Conference (Rome : Italy), Jul. 2011, IADIS Press.

• The 6th International Multi-Conference on Computing in the Global Information Technology
(ICCGI 2011) (Luxembourg : Luxembourg), Jun. 2011, Xpert Publishing Services.

• IEEE International Conference on Communications (ICC 2011) (Kyoto : Japan), Jun. 2011,
IEEE Press.

• International Workshop on Ubiquitous Healthcare and Application (UHA 2011), in conjunction
with IEEE/FTRA 2011 International Conference on Advanced Software Engineering (Busan :
Korea), May 2011, IEEE Press.

• The 5th International Symposium on Security and Multimodality in Pervasive Environments
(SMPE 2011), in conjunction with the 25th International Conference on Advanced Information
Networking and Applications (AINA 2011) (Singapore : Singapore), Mar. 2011, IEEE CS Press.

• The 4th IFIP International Conference on New Technologies, Mobility and Security (NTMS
2011) (Paris : France), Feb. 2011, IEEE Press.

• International Conference on Computer Convergence Technology (ICCCT 2011) (Seoul : Korea),
Oct. 2011, Korea Knowledge Information Technology Society.

• The 6th International Symposium on QoS and Security for Wireless and Mobile Networks
(Q2SWinet 2010), in conjunction with the 13th ACM International Conference on Modeling,
Analysis and Simulation of Wireless and Mobile Systems (Bodrum : Turkey), Oct. 2010, ACM
Press.

• The 3nd International Symposium on u- and e- Service, Science and Technology (UNESST
2010) (Cebu : Philippines), Nov. 2010, Springer LNCS.

• International Workshop on Secure Multimedia Communication and Services (SECMCS 2010),
in conjunction with the International Conference on Multimedia Information Networking and
Security (MINES 2010) (Nanjing : China), Nov. 2010, IEEE CS Press.
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• The 2nd International Conference on Advances in P2P Systems (AP2PS 2010) (Florence :
Italy), Oct. 2010, IEEE CS Press.

• 6th IEEE International Conference on Wireless and Mobile Computing, Networking and Com-
munications (WiMob 2010) (Canada : Ontario), Oct. 2010, IEEE Press.

• 1st International Conference on Security-enriched Urban Computing and Smart Grid (SUComS)
(Daejeon : Korea), Sept. 2010, LNCS/CCIS (Springer) and CPS (IEEE CS).

• 5th International Multi-Conference on Computing in the Global Information Technology (ICCGI
2010) (Valencia : Spain), Sept. 2010, IEEE CS Press.

• The 7th e-Commerce 2010 (Freiburg : Germany), Jul. 2010, IADIS Press.

• International Workshop on Computing Technologies and Business Strategies for u-Healthcare
(CBuH 2010), in conjunction with the 10th Annual International Symposium on Applications
and the Internet (SAINT 2010) (Seoul : Korea), Jul. 2010, IEEE CS Press.

• The 1st International Conference on Ubiquitous Computing and Multimedia Applications
(UCMA 2010) (Kolkata : India), Jun. 2010, Springer.

• 3rd IEEE International Symposium on Trust, Security and Privacy for Emerging Applications
(TSP 2010), in conjunction with the 10th IEEE International Conference on Computer and
Information Technology (Bradford : UK), Jun. 2010, IEEE Press.

• The 4th International Symposium on Security and Multimodality in Pervasive Environments
(SMPE 2010), in conjunction with the 24th IEEE International Conference on Advanced In-
formation Networking and Applications (AINA 2010) (Perth: Australia), Apr. 2010, IEEE CS
Press.

• The 8th IASTED International Conference on Web-based Education (WBE 2010) (Sharm El
Sheikh : Egypt), Mar. 2010, ACTA Press.

• The 3rd International Conference on New Technologies, Mobility and Security (IFIP NTMS)
(Cairo : Egypt), Dec. 2009, IEEE Press.

• The International Workshop on Secure Multimedia Communication and Services (SECMCS
2009), in conjunction with the International Conference on Multimedia Information Networking
and Security (MINES 2009) (Wuhan : China), Nov. 2009, IEEE CS Press.

• The 1st International Conference on Advances in P2P Systems (AP2PS 2009) (Sliema : Malta),
Oct. 2009, IEEE CS Press.

• The 2nd International Workshop on Security and Privacy in Wireless and Mobile Computing,
Networking and Communications (SecPriWiMob 2009), in conjunction with IEEE International
Conference on Wireless and Mobile Computing, Networking and Communications (WiMob
2009) (Marrakech : Morocco), Oct. 2009, IEEE Press.

• The 2nd International Symposium on u- and e- Service, Science and Technology (UNESST
2009) (Melbourne : Australia), Oct. 2009, IEEE CS Press.

• The 5th IEEE International Conference on Wireless and Mobile Computing, Networking and
Communications (WiMob 2009) (Marrakech : Morocco), Oct. 2009, IEEE CS Press.
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• The 4th International Multi-Conference on Computing in the Global Information Technology
(ICCGI 2009) (Cap Esterel : France), Aug. 2009, IEEE CS Press.

• The 3rd International Conference on Multimedia and Ubiquitous Engineering (MUE 2009)
(Qingdao: China), Jun. 2009, IEEE CS Press.

• IADIS Multi-Conference on Computer Science and Information Systems (Algarve : Portugal),
Jun. 2009, IADIS Press.

• The 3rd International Symposium on Security and Multimodality in Pervasive Computing
(SMPE 2009), in conjunction with the 23rd IEEE International Conference on Advanced In-
formation Networking and Applications (AINA 2009) (Bradford : UK), May 2009, IEEE CS
Press.

• The 1st International Workshop on Service-Oriented P2P Networks and Grid Systems (ServP2P
2009), in conjunction with the 9th International Symposium on Cluster Computing and the
Grid (Shanghai : China), May 2009, IEEE CS Press.

• The 8th IASTED International Conference on Web-based Education (WBE 2009) (Phuket :
Thailand), Mar. 2009, ACTA Press.

• The 1st International Conference on u- and e- Service, Science and Technology (UNESST
2008) (Hainan island : China), Dec. 2008, IEEE press.

• The 4th IEEE International Conference on Wireless and Mobile Computing, Networking and
Communications (WiMob 2008) (Avignon: France), Oct. 2008, IEEE Press.

• International Workshop on Security and Privacy in Wireless and Mobile Computing, Networking
and Communications (Sec-Pri-WiMob 2008), in conjunction with the 4th IEEE International
Conference on Wireless and Mobile Computing, Networking and Communications (WiMob
2008) (Avignon : France), Oct. 2008, IEEE press.

• The 19th IEEE International Symposium on Personal, Indoor and Mobile Radio Communica-
tions (PIMRC 2008) (Cannes : France), Sept. 2008, IEEE press.

• International Workshop on Multimedia Security in Communication (MUSIC 2008), in conjunc-
tion with the International Conference on Communications and Networking in China (CHINA-
COM 2008) (Hangzhou : China), Aug. 2008, IEEE press.

• The 1st International Workshop on Computational P2P Networks: Theory and Practice
(ComP2P 2008), in conjunction with the 3rd International Multi-Conference on Computing
in the Global Information Technology (CCGI 2008) (Athens : Greece), Jul. 2008, IEEE CS
Press.

• The 4th International Workshop on Security, Privacy and Trust in Pervasive and Ubiquitous
Computing (SecPerU 2008), in conjunction with the International Conference on Pervasive
Services (ICPS 2008) (Sorrento : Italy), Jul. 2008, IEEE press.

• The 2nd Symposium on Security and Multimodality in Pervasive Environments (SMPE 2008),
in conjunction with the 5th Annual International Conference on Mobile and Ubiquitous Systems:
Computing, Networking and Services (MobiQuitous 2008) (Dublin : Ireland), Jul. 2008, ACM
press.
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• The 2nd International Conference on Multimedia and Ubiquitous Engineering (MUE 2008)
(Busan : Korea), Apr. 2008, IEEE press.

• The 3rd International Workshop on Security, Privacy and Trust in Pervasive and Ubiquitous
Computing (SecPerU 2007), in conjunction with IEEE International Conference on Pervasive
Services (ICPS 2007) (Istanbul : Turkey), Jul. 2007, IEEE CS Press.

• The 13th European Wireless International Conference (EW 2007) (Paris : France), Apr. 2007,
VDE.

• The International Symposium on Performance Evaluation and Modeling of Wireless Networks
(PEMWN 2006), in conjunction with the International Conference on Wireless Networks, Com-
munications, and Mobile Computing (WIRELESSCOM 2006) (Toronto : Canada), Jul. 2006,
IEEE press.

• Workshop on Security and Privacy in Mobile and Wireless Networking (SecPri-MobiWi 2006),
in conjunction with IFIP Networking 2006 (Coimbra : Portugal), May 2006, Springer.

• The 12th European Wireless International Conference (EW 2006) (Athens : Greece), Apr.
2006, VDE.

1.8.9 Conferences & Workshops: Reviewer

• The 24th European Symposium on Research in Computer Security (ESORICS 2019), (Luxem-
bourg), Sept. 2019, Springer LNCS.

• The 28th European Conference on Networks and Communications (EuCNC 2019), (Valencia :
Spain), June 2019, IEEE Press.

• The 27th European Conference on Networks and Communications (EuCNC 2018), (Ljubljana
: Slovenia), June 2018, IEEE Press.

• The 23rd European Symposium on Research in Computer Security (ESORICS 2018),
(Barcelona : Spain), Jan. 2018, Springer LNCS.

• The 20th IEEE Symposium on Computers and Communications (ISCC 2015), (Larnaca :
Cyprus), July 2015, IEEE Press.

• The 30th International Conference on ICT Systems Security and Privacy Protection (IFIPSEC
2015), (Hamburg : Germany), May 2015, Springer LNCS.

• The 10th International Conference on Information Security and Cryptology (INSCRYPT 2014),
(Beijing : China), Dec. 2014, Springer LNCS.

• The 19th IEEE Symposium on Computers and Communications (ISCC 2014), (Madeira :
Portugal), June 2014, IEEE Press.

• The 15th International Conference on Information and Communications Security (ICICS 2013),
(Beijing : China), Nov. 2013, Springer LNCS.

• The 10th International Conference on Security and Cryptography (SECRYPT 2013) in conjunc-
tion with 10th International Joint Conference on e-Business and Telecommunications (ICETE
2013), (Reykjavik : Iceland), July 2013, SCITEPRESS / CCIS Springer.
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• The 11th International Conference on Applied Cryptography and Network Security (ACNS
2013), (Banff : Canada), June 2013, Springer LNCS.

• The 28th Symposium On Applied Computing (SAC 2013), (Coimbra : Portugal), March 2013,
ACM Press.

• International Conference on Security in Computer Networks and Distributed Systems (SNDS-
2012), (Trivandrum : India), Oct. 2012, Springer, CCIS.

• The 7th Conference on Critical Information Infrastructures Security (CRITIS 2012) (Lilleham-
mer : Norway), Sept. 2012, Springer, LNCS.

• The 9th International Conference on Trust, Privacy & Security in Digital Business (TrustBus
2012) (Vienna : Austria), Sept. 2012, Springer, LNCS.

• International Conference on Advances in Computing, Communications and Informatics (ICACCI
2012) (Chennai : India), Aug. 2012, ACM Press.

• The 1st IEEE International Workshop on Security and Forensics in Communication Systems
(SFCS 2012), in conjunction with IEEE International Conference on Communications (ICC
2012) (Ottawa : Canada), Jun. 2012, IEEE Press.

• IEEE International Conference on Communications (ICC 2012) (Ottawa : Canada), Jun. 2012,
IEEE Press.

• The 27th ACM Symposium On Applied Computing (SAC 2012) (Trento : Italy), Mar. 2012,
ACM Press.

• The 4th International Workshop on Autonomous and Spontaneous Security (SETOP 2011), in
conjunction with the 16th European Symposium on Research in Computer Security (ESORICS
2011)(Leuven : Belgium), Sept. 2011, Springer LNCS.

• The 14th Information Security Conference (ISC 2011) (Xian : China), Oct. 2011, Springer
LNCS.

• The 18th International Conference on Telecommunications (ICT 2011) (Ayia Napa : Cyprus),
May 2011, IEEE Press.

• The 1st International Conference on Advances in Computing and Communications (ACC 2011),
(Kochi : India), Jul. 2011, Springer CCIS.

• IEEE Wireless Communications & Networking Conference (WCNC 2010) (Sydney: Australia),
Apr. 2010, IEEE Press.

• IEEE Consumer Communications and Networking Conference (CCNC 2010) (Las Vegas : USA),
Jan. 2010, IEEE Press.

• The 5th European Conference on Computer Network Defense (EC2ND 2009) (Milan : Italy),
Nov. 2009, IEEE CS Press.

• The 11th International Symposium on Stabilization, Safety, and Security of Distributed Systems
(SSS 2009) (Lyon : France), Nov. 2009, Springer LNCS.

• IEEE Communications and Information Security Symposium (GLOBECOM 2009) (Hawai:
USA), Nov. 2009, IEEE Press.
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• The 3rd International Conference on Signal Processing and Communication Systems (ICSPCS
2009) (Omaha : USA), Sept. 2009, IEEE Press.

• The 1st International Conference on Advances in Multimedia (MMEDIA 2009) (Colmar :
France), Jul. 2009, IEEE CS Press.

• The 1st International ICST Conference on Security and Privacy in Mobile Information and
Communication Systems (MobiSec 2009) (Turin: Italy), Jun. 2009, Springer.

• IEEE International Conference on Communications (ICC 2009) (Dresden : Germany), Jun.
2009, IEEE Press.

• The 69th IEEE Vehicular Technology Conference (VTC2009-Spring) (Barcelona : Spain), Apr.
2009, IEEE Press.

• The 24th Annual ACM Symposium on Applied Computing (SAC 2009) (Honolulu : Hawaii,
USA), Mar. 2009, ACM Press.

• IASTED International Conference on Parallel and Distributed Computing and Network (PDCN
2009) (Innsbruck : Austria), Feb. 2009, ACTA Press.

• IEEE GLOBECOM 2008 Computer and Communications Network Security Symposium (GC
CCNS 2008) (New Orleans : USA), Nov. 2008, IEEE press.

• The 2nd International Conference on Information Security and Assurance (ISA 2008) (Busan
: Korea), Apr. 2008, IEEE press.

• The 5th IEEE Consumer Communications & Networking Conference (CCNC 2008) (Las Vegas
: USA), Jan. 2008, IEEE press.

• European Conference on Computer Network Defense (EC2ND 2007) (Heraklion : Greece),
Oct. 2007, Springer LNEE.

• The 66th IEEE Semi-annual Vehicular Technology Conference (VTC-Fall 2007) (Baltimore :
USA), Oct. 2007, IEEE press.

• The 3rd ACM International Workshop on QoS and Security for Wireless and Mobile Net-
works (Q2SWiNet 2007), in conjunction with the 10th ACM/IEEE International Symposium
on Modeling, Analysis (MSWiM 2007) (Chania : Greece), Oct. 2007, ACM press.

• The 18th IEEE International Symposium on Personal, Indoor and Mobile Radio Communica-
tions (PIMRC 2007) (Athens : Greece), Sept. 2007, IEEE press.

• The 3rd International Workshop on Security and Trust Management (STM 2007), in conjunc-
tion with ESORICS 2007 (Dresden : Germany), Sept. 2007, Elsevier ENTCS.

• The 3rd International Symposium on Information Assurance and Security (IAS 2007) (Manch-
ester : UK), Aug. 2007, IEEE press.

• IEEE International Conference on Communications (ICC 2007) (Glasgow : Scotland), Jun.
2007, IEEE press.

• The 4th European PKI Workshop: Theory & Practice (Mallorca : Spain), Jun. 2007, Springer
LNCS.

• The 11th Panhellenic Conference on Informatics (PCI 2007) (Patras : Greece), May 2007,
Springer LNCS.
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• IEEE Wireless Communications and Networking Conference (WCNC 2007) (Hong Kong :
China), Mar. 2007, IEEE press.

• The 22nd ACM Symposium on Applied Computing (SAC 2007) - Security Track (Seoul :
Korea), Mar. 2007, ACM press.

• The 49th annual IEEE Global Telecommunications Conference (IEEE GLOBECOM 2006) (San
Francisco : USA), Nov. 2006, IEEE press.

• ACM Computer and Communications Security Conference (ACM CCS 2006) (Virginia : USA),
Oct. 2006, ACM press.

• IEEE CreateNet 2nd International Workshop on Guaranteed Optical Service Provisioning
(GOSP 2006) (San Jose : USA), Oct. 2006, IEEE press.

• The 64th IEEE Semi-annual Vehicular Technology Conference (VTC 2006-Fall) (Montreal :
Canada), Sept. 2006, IEEE press.

• The 2nd International Workshop on security and Trust Management (STM 2006), in conjunc-
tion with ESORICS 2006 (Hamburg : Germany), Sept. 2006, Elsevier ENTCS.

• IEEE International Conference on Internet Surveillance and Protection, (ICISP 2006) (Cote d’
Azur : France), Aug. 2006, IEEE press.

• ICETE International Conference on Security and Cryptography (SECRYPT 2006) (Setubal:
Portugal), Aug. 2006, Springer LNCS.

• The 9th International Security Conference (ISC 2006) (Samos : Greece), Aug. 2006, Springer
LNCS.

• The 2nd International Workshop on Security, Privacy and Trust in Pervasive and Ubiquitous
Computing (SecPerU 2006), in conjunction with IEEE ICPS 2006 (Lyon : France), Jun. 2006,
IEEE press.

• The 4th International Conference on Applied Cryptography and Network Security (ACNS 2006)
(Singapore), Jun. 2006, Springer LNCS.

• The 21st IFIP International Information Security Conference “Security and Privacy in Dynamic
Environments” (Karlstad : Sweden), May 2006, Springer LNCS.

• The 21st ACM Symposium on Applied Computing - Security Track (Dijon : France), Apr.
2006, ACM press.

• The 3rd International Conference on Security in Pervasive Computing (SPC 2006) (York : UK),
Apr. 2006, Springer LNCS.

• The 5th IEEE International Symposium on Signal Processing and Information Technology
(ISSPIT 2005) (Athens : Greece), Dec. 2005, IEEE press.

• The 7th International Conference on Information and Communications Security (ICICS 2005)
(Beijing : China), Dec. 2005, Springer LNCS.

• The 1st IEEE / CreateNet Workshop on Guaranteed Optical Service Provisioning (GOSP 2005)
(Boston : USA), Oct. 2005, IEEE press.

• The 8th Information Security Conference (ISC 2005) (Singapore), Sept. 2005, Springer LNCS.
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• The 4th International Conference on Trust and Privacy of Digital Business (TRUSTBUS 2005)
(Copenhagen : Denmark), Aug. 2005, Springer LNCS.

• The 5th International Network Conference (INC 2005) (Samos : Greece), Jul. 2005, Ziti
publications.

• The 1st IEEE International Conference on Pervasive Services 2005 (ICPS 2005) (Santorini :
Greece), Jul. 2005, IEEE press.

• The 2nd European PKI Workshop: Research and Applications (Kent : UK), Jun. 2005,
Springer LNCS.

• The 61st IEEE Semi-annual Vehicular Technology Conference (VTC 2005-Spring) (Stockholm
: Sweden), May 2005, IEEE press.

• The 20th ACM Symposium on Applied Computing (SAC 2005) - Security Track (Santa Fe :
New Mexico), Mar. 2005, ACM press.

• IEEE Global Telecommunications Conference (GLOBECOM 2004)- Security and Network Man-
agement Symposium (Dallas : USA), Nov. 2004, IEEE press.

• The International Conference on Computing, Communications and Control Technologies
(CCCT 2004), Special Session on Wireless Communications and Security (Austin : USA),
Aug. 2004, International Institute of Informatics and Systemics (IIIS).

• The 1st European PKI Workshop: Research and Applications (Samos : Greece), Jun. 2004,
Springer LNCS.

• The 19th ACM Symposium on Applied Computing (SAC 2004) - Security Track (Nicosia :
Cyprus), May 2004, ACM press.

1.8.10 Conferences & Workshops: Member of the Local Organizing Committee

• The 9th Information Security Conference (ISC 2006), Aug. - Sept. 2006, Samos, Greece.

1.8.11 Books: Editorial Advisory Board Member

• Ruiz-Martinez, Pereniguez-Garcia and Marin-Lopez, “Architectures and Protocols for Secure
Information Technology”, IGI Global, 2014, ISBN: 9781466645141.

1.9 Doctoral Theses Supervision & Examination

1.9.1 PhD Students

• Efstratios Chatzoglou, Field of research: “Internet protocols security”, Dept. of Information
and Communication Systems Engineering, University of the Aegean, 2021 [in progress].

• Christos Smiliotopoulos, Field of research: “Lateral movement”, Dept. of Information and
Communication Systems Engineering, University of the Aegean, 2021 [in progress].

• Stavros Lagos, Field of research: “Amplification attacks”, Dept. of Information and Commu-
nication Systems Engineering, University of the Aegean, 2019 [in progress].
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Past PhD Students

• Alexandros Fakis, Thesis title: “Protecting User Anonymity in VoIP Services”, Dept. of Infor-
mation and Communication Systems Engineering, University of the Aegean, Defended on June
7, 2023, Current occupation: Adjunct Lecturer, Dept. of Information and Communication
Engineering, University of the Aegean.

• Vasilios Kouliaridis, Thesis title: “Advanced Methods for Android Malware Detection”, Dept.
of Information and Communication Systems Engineering, University of the Aegean, 2018-2021,
Defended on April 20, 2021, Current occupation: Scientific officer, European Commission’s
Joint Research Centre.

• Dimitris Papamartzivanos, Thesis title: “Advanced machine learning methods for network
intrusion detection”, Dept. of Information and Communication Systems Engineering, University
of the Aegean, 2014-2019, Defended on June 7, 2019, Current occupation: European Union
Agency for Cybersecurity (ENISA).

• Zisis Tsiatsikas, Thesis title: “Detection and Prevention of Denial of Service Attacks in SIP
and SDP”, Dept. of Information and Communication Systems Engineering, University of the
Aegean, 2013-2019, Defended on April 12, 2019, Current occupation: R&D Engineer, UNIFY
Enterprise Communications, https://unify.com/en/.

• Marios Anagnostopoulos, Thesis title: “DNS as a multipurpose attack vector”, Dept. of
Information and Communication Systems Engineering, University of the Aegean, 2010-2016,
Defended on Nov. 29, 2016, Current occupation: Assistant Professor, Democritus University
of Thrace.

• Constantinos Kolias, Thesis title: “Intrusion Detection in Wireless Networks Using Nature-
inspired Algorithms”, Dept. of Information and Communication Systems Engineering,
University of the Aegean, 2008-2014, Defended on June 30, 2014, Current occupa-
tion: Tenure Track Assistant Professor, Computer Science Department, University of
Idaho, Idaho Falls, USA, https://www.uidaho.edu/engr/departments/cs/our-people/
faculty/kolias-constantinos.

• Dimitrios Damopoulos, Thesis title: “Anomaly-based Intrusion Detection and Prevention Sys-
tems for Mobile Devices: Design and Development”, Dept. of Information and Communication
Systems Engineering, University of the Aegean, 2010-2013, Defended on June 28, 2013, Cur-
rent occupation: Head, Centinels Labs.

1.9.2 Co-supervisor for External PhD students

• Fernando Pereniguez Garcia (Faculty of Informatics, University of Murcia). Four months in-
ternship at Laboratory of Information and Communication Systems Security (Info-Sec-Lab)
research group (June 2009 - Oct. 2009).

• Pantaleone Nespoli (Faculty of Informatics, University of Murcia). Three months internship at
Laboratory of Information and Communication Systems Security (Info-Sec-Lab) research group
(March 2021 - May 2021).

1.9.3 External reviewer/evaluator

• Yoni Birman, Title of Ph.D. thesis: “AI for Cyber Security - Cost-Effective Malware Detec-
tion Framework Using Reinforcement Learning”, The Kreitman School of Advanced Graduate
Studies, Ben-Gurion University of the Negev, Israel, Dec. 2021.

https://unify.com/en/
https://www.uidaho.edu/engr/departments/cs/our-people/faculty/kolias-constantinos
https://www.uidaho.edu/engr/departments/cs/our-people/faculty/kolias-constantinos
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• Mattia Zago, Title of Ph.D. thesis: “Enhancing DGA-based botnet detection beyond 5G with
on-edge machine learning”, Faculty of Informatics, University of Murcia, Spain, Feb. 2021.

• Abigail Paradise, Title of Ph.D. thesis: “Protecting Organizations from Cyber Attacks Orig-
inating from Social Media”, Kreitman School of Advanced Graduate Studies at Ben-Gurion
University of the Negev, Israel, May 2020.

• Dan Garca Carrillo, Title of Ph.D. thesis: “A CoAP-based bootstrapping service for large-scale
Internet of Things networks”, Faculty of Informatics, University of Murcia, Spain, June 2018.

• Jorge Bernal Bernabe, Title of Ph.D. thesis: “Authorization and Trust Management in Dis-
tributed Systems based on the Semantic Web”, Faculty of Informatics, University of Murcia,
Spain, Aug. 2015.

• Daniel Orlando Diaz Lopez, Title of Ph.D. thesis: “Managing Access Control Systems in
Distributed Environments with Dynamic Asset Protection”, Faculty of Informatics, University
of Murcia, Spain, Aug. 2015.

• Arif Jamal Malik, Title of Ph.D. thesis: “Optimized Feature Selection and Decision Tree
Pruning using Particle Swarm Optimization for Network Intrusion Detection”, Department
of Computer Science, National University of Computer and Emerging Sciences, Islamabad,
Pakistan, Aug. 2013.

• Juan Jose Galvez Garcia, Title of Ph.D. thesis: “Throughput optimization of Multi-hop Wireless
Networks through interference-aware load balancing”, Faculty of Informatics, University of
Murcia, Spain, June 2011.
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